*Додаток до Політики безпечної розробки програмного забезпечення виконавчого комітету Криворізької міської ради (пункт 4.1)*

***Специфікація вимог інформаційної безпеки***

Застосовані контролі: ДСТУ ISO/IEC 27001:2023 (ISO/IEC 27001:2022, IDT) A.8.26; ДСТУ ISO/IEC 27701:2022 (ISO/IEC 27701:2019, IDT) пп. 5.2.1, 5.2.3, 5.2.4, 6.15.1.1, 6.15.2.1, 6.15.2.2, 7.2.1, 8.2.2; Регламент Європейського Парламенту і Ради (ЄС) 2016/679 від 27 квітня 2016 року про захист фізичних осіб у зв’язку з опрацюванням PII і про вільний рух таких даних, та про скасування Директиви 95/46/ЄC (Загального регламенту про захист даних), стаття 32

|  |  |
| --- | --- |
| Найменування інформаційної системи/підсистеми до якої планується інсталювати ПЗ |  |
| Версія |  |
| Можливе значення шкоди на основі аналізу ризиків та вплив на обробку PII |  |
| Специфікація вимог, яким має задовольняти ПЗ (опис, посилання на керівні документи СУІБ ) |  |
| Необхідні автоматизовані контролі |  |
| Необхідні неавтоматизовані контролі |  |
| Метод тестування та перевірки контролів |  |

Посада \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

ПІБ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

Підпис \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_